Security Relating to Canon Products (Apache Log4j Vulnerability)

Canon U.S.A., Inc. and its subsidiaries understand the importance of security. We recently learned of the Apache Log4j remote code execution vulnerability and are actively investigating this issue to better understand the potential impact to our products and our customers. To date, we have not found any Canon branded products being affected by this vulnerability.

As we learn more, we will publish an update on our corporate website. We encourage our customers to always secure their products when linked to a network. For details on how to do so, please click on this link: https://global.canon/en/support/security/prd-secu.html